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Members of the Council: 
You are hereby summoned to an Ordinary Meeting of the Parish Council which will be held in the Village Hall on Tuesday 20 February at 7.30pm for the purpose of transacting the business below.
Members of the public:
Members of the public are welcome to attend and may address the Council, following item three on the agenda, when the meeting is adjourned.
Reporting on Meetings

Except where members of the public have been excluded due to the confidential nature of the business, any person may film, photograph, audio record or use social media to report on meetings of the Council, including any public comment and/or questions. Would any person intending to report please give notice before the start of the meeting to the Clerk or Chairman of the Council to enable reasonable facilities to be afforded. 

AGENDA

1.
To receive any apologies for absence.

2.
To receive, from Members, any declarations of interest in items on the 
agenda in accordance with the Council's Code of Conduct.

3.
To approve the minutes of the Ordinary Meeting of the Parish Council 
 
held on 30 January 2018.

4. 
Adjournment for:

4.1 
County and District Councillor’s report.

4.2
Public comment and/or questions.
5.
Planning:

5.1
To consider any applications received including:



DC/18/00229 - land adjacent to Roman Rise - outline planning application 


(with some matters reserved). Hybrid planning application comprising



(i) outline planning application for the erection of 22 dwellings (including 


eight affordable homes); and (ii) planning application for change of use of 


land to public open space; and


DC/17/06191 - Roschel House, High Street - refurbishment of bungalow 


including upgrade to insulation, glazing and heating systems. Increase in 


parking areas and replacement roof.

5.2
To note any applications considered the deadlines for which were in


advance of this meeting and for which Mid Suffolk District Council (MSDC) 

would not allow an extension for comments.

5.3
To note any MSDC planning applications granted/refused,

6.
Finance:

6.1
To receive the Clerk's financial report.


6.2
To authorise payments as presented and to note income received.

6.3
To agree an Audit Plan for 2017-2018, and the Terms of Engagement for 


and appointment of an Internal Auditor.
7.
Council Governance:


7.1
To consider any new legislation, codes or regulatory issues and to take 


action as appropriate.


7.2
To determine if any Council decisions or actions impact upon its risk 


register, policies and internal controls.

7.3
To review, update and approve the Council Risk Register.


7.4
To consider the steps necessary to implement and comply with the General 

Data Protection Regulation which comes into force in May and to take 


action as appropriate.

8.
Correspondence:


To consider the list of correspondence received and to take action as appropriate.

9.
Parish Clerk's Report.
10.
Suffolk Highways:


To consider the response to the Suffolk Highways 'Community Self-Help' survey.

11.
Matters to be brought to the attention of the Council either for information or 
for inclusion on the agenda of a future Ordinary Meeting. 

12.
Next Meeting:


To note that the next Ordinary Meeting of the Parish Council is scheduled for 
Tuesday 27 March in the Village Hall beginning at 7.30pm.
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Parish Clerk:
Doug Reed, Proper Officer of the Council
Address:
Second Thoughts, Church Road, Elmswell IP30 9DY

Tel: 

07843850019
E-mail: 
rattlesdenpc@live.co.uk 
Published:
13 February 2018
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Agenda Item 6.2:
Payments and Income
Councillors are recommended to authorise the following payments:

	To:
	Reason
	Payment

(£s)
	VAT

(£s)
	Total

(£s)

	Litter-Picker
	Salary: February 2018

(19.33 hours @ £7.50)
	144.98
	N/A
	144.98

	Parish Clerk
	Salary: February 2018 

(35 hours @ £11.054)

Gross: £386.89 - Net £309.69 [PAYE: £77.20]
	309.69
	N/A
	309.69

	HMRC
	PAYE (as above)
	77.20
	N/A
	77.20

	The Felsham Gardeners
	Major cutback of overgrown laurel in Cemetery
	250.00
	0.00
	250.00

	The Felsham Gardeners
	Single grass-cut at Rattlesden cemetery @ £190.00
	190.00
	0.00
	190.00

	
	TOTAL
	£971.87
	£0.00
	£971.87


Notes

Councillors are asked to note the following income received:

	From:
	Reason
	Total (£s)

	TSB
	Business account interest (February)
	0.57

	East of England Co-operative Society Funeral Services
	Cemetery fees
	75.00

	
	TOTAL
	£75.57
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Agenda Item 6.3:
Internal Audit 2017-2018

Internal Audit Plan

That an audit of the internal controls of Rattlesden Parish Council should be undertaken to meet its duty to maintain an adequate and effective system of internal audit of its accounting records, and of its system of internal control in accordance with the proper practices in relation to internal control. 

Process:
1.
Approval by Rattlesden Parish Council of quarterly financial reports and monthly 
bank reconciliations produced by the Parish Clerk (Responsible Financial Officer). 

2.
Review by Rattlesden Parish Council of its Standing Orders, Financial 
Regulations 
and Risk Management Controls.

3.
Review by Rattlesden Parish Council of its systems of internal control.

4.
Adoption by Rattlesden Parish Council of the Terms of Engagement for an 
Internal 
Auditor and this Audit Plan.
5.
Appointment of an Internal Auditor

6.
Receipt of a written report from the Internal Auditor.

7.
Review and consideration of that report, ensuring that any necessary action 
resulting therefrom is agreed and effected.
Terms of Engagement for Internal Auditor

1. Purpose
To assist the Council in fulfilling its responsibility to have and maintain proper arrangements for the prevention and detection of fraud, error or mistake. To test the Council’s internal controls sufficient for the proper completion of an annual internal audit report. The report should provide an assurance for Council to complete sections one and two (with section four completed by the Internal Auditor) in its annual governance statement (as required by the External Auditor).

2. Scope
The suggested method of approach is that provided for within Governance and Accountability for Smaller Authorities in England (March 2017), as amended.

3. Independence
The Internal Auditor should have no other role within the Council, provide an audit report in his own name and have direct access to those charged with governance.

4. Competence
No formal qualification is needed but an understanding of basic accountancy procedures, the role of internal audit, awareness of risk management and understanding of the legal framework and powers of local councils is required.

5. Relationships
Officers, members and the Internal Auditor to understand their own responsibilities and to have agreed the plan for Internal Audit. 

6. Audit Planning and Reporting
The Audit Plan should properly take account of all the risks and be approved by Council. The Internal Auditor should complete section four of the Audit Commission Annual Return and report in writing in accordance with the Audit Plan by 19 June 2018. 

The Internal Auditor’s report should be considered by the Parish Council at the first opportunity, i.e. (notwithstanding any unforeseen problems) at its meeting on 26 June 2018.

7. Period of Engagement

Audit for the year ending 31 March 2018. 
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Agenda Item 7.4:
General Data Protection Regulation (GDPR)

What is the General Data Protection Regulation (GDPR)?
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The new European Union (EU) legal framework for the protection of personal data. The GDPR is to be implemented on 25 May 2018 and, thereby, replaces the current Data Protection Act 1998 (DPA). It provides new rules, rights and obligations relating to hard copy, and the electronic management and use of personal data. It also includes new responsibilities for data controllers and processors.
What is Personal Data?

The GDPR applies to ‘personal data’, which means any information relating to an identifiable person who can be directly or indirectly identified and, in particular, by reference to an identifier
Documentation and Governance

The GDPR places greater emphasis on the documentation that data controllers must keep to demonstrate their accountability. Compliance will require organisations (i.e. councils) to review their approach to governance and how they manage data

protection as a corporate issue.

Seeking to ensure compliance and conducting an assessment of Council processes will help the Council to focus on embedding best practice data management and administration, protecting the rights of individuals and, avoiding the interruption to business and costs associated with breaches and enforcement.   

Councillors will need to be mindful of the need for tighter controls over emails and data-sharing. In particular, it will be necessary to encrypt or anonymise personal data and ensure that personal data is only processed where lawful to do so. It is important that initial work is conducted within the Council to ensure its administrative and electronic systems are suitably robust with data being suitably controlled and sharing suitably restricted.       

12 Steps to Compliance

The Information Commissioner's Office (ICO) has issued guidance which includes the identification of 12 steps to GDPR compliance. These are the steps the Council should and must be taking now to ensure effective and adequate compliance before the implementation date if at all possible; or, failing that, as soon as possible thereafter.

1. Awareness

Implementation of the GDPR will involve significant staff resources, planning and costs as it will significantly amend current data protection law. The Council should not underestimate the amount of time and effort needed to provide for compliance .   

( Action to be taken: 

1.1 Make councillors aware of not only the GDPR reforms but also the effects of such reforms.

1.2 Review the Risk Register and make appropriate changes.

2. Information You Hold

As part of the new accountability principle, organisations will have to be able to evidence how they enable compliance. The GDPR requires organisations to maintain records of all processing activities and the legal bases for processing such data. 

( Action to be taken: 

2.1 Consider undergoing a formal information audit - at the very least, review and document what personal data the Council holds, where it came from, for how long it has been and is being retained, and with whom it is shared. 

3. Communicating Privacy Information

The GDPR requires that the information provided to people about how their personal data is processed must be:

· concise, transparent, intelligible and easily accessible;

· written in clear and plain language, particularly if addressed to a child; and

· free of charge.

( Action to be taken:

3.1 Review any current privacy notices/policies and update as necessary.

3.2 Generate new private notices and policies to comply with GDPR requirements.

3.3 Ensure, at the earliest, that additional information is given to individuals when their personal data is obtained. 

4. Individuals' Rights

On the whole, the rights individuals will enjoy under the GDPR are the same as those under the present DPA but with some significant enhancements. Under the GPDR individuals will have the right:

· to be informed;

· of access to their information;

· to rectification where inaccuracies are identified;

· to erasure;

· to restrict processing, e.g. to prevent direct marketing;

· to data portability;

· to object; and

· not to be subject to automated decision-making and profiling.

(The right to data portability is new and only applies to personal data an individual has provided to a controller where the processing was based on consent or performance of a contract and processing is carried out by automated means.)

( Action to be taken: 

4.1 Review privacy/data protection procedures and policies to ensure that they provide for each enhanced right under the GDPR.

4.2 Check Council procedures to ensure they cover all the rights individuals do and will have, including how their personal data would be deleted or provided electronically and in a commonly-used format.

5. Subject Access Requests

Current rules for subject access requests are changing. Not only are timescales being reduced, but also fees will generally no longer be applicable and additional information will require to be provided to individuals e.g. about data retention periods and the right to have inaccuracies corrected.

( Action to be taken:

5.1 Review and update current procedures for handling subject access requests.

5.2 Review and update Council policies in place to deal with subject access requests to ensure it can comply with any such requests within the new one month deadline.

6. Lawful Basis for Processing Personal Data
Many organisations will not have thought about their lawful basis for processing personal data. Under the current law this does not have many practical implications. However, this will be significantly different under the GDPR because some individuals’ rights will be modified depending on the Council's lawful basis for processing their personal data. The most obvious example is that people will have a stronger right to have their data deleted where the Council uses consent as its lawful basis for processing. It will also be essential to explain the lawful basis for processing personal data in privacy notices and when/if a subject access request is answered.

( Action to be taken:

6.1 The Council must review the legal bases used for processing personal data to ensure they are still relevant and will be GDPR compliant.   

6.2 The Council must ensure all privacy notices explain clearly the legal basis for processing.
7. Consent

The Council must review how it seeks, records and manages consent. Critical changes will almost certainly be needed. As appropriate, there must be a positive opt-in, i.e. consent cannot be inferred from silence, pre-ticked boxes or inactivity. The recording of consent is important as data controllers (the Council) must be able to demonstrate, when/if required, that consent was given.

( Action to be taken: 

7.1 Review methods for seeking, obtaining and recording consent to ensure compliance.

7.2 If  the Council relies on individuals’ consent to process their data, make sure it will meet the GDPR standard on being specific, granular, clear, prominent, opt-in, properly documented and easily withdrawn.

7.3 Where the Council relies on consent, that consent must be freely given, specific, informed, and unambiguous.

8. Children

For the first time, the GDPR will bring in special protection for children’s personal data, particularly in the context of commercial internet services such as social networking. 

Organisations should ensure processes and mechanisms are in place to verify the age of users and to seek parental or guardian consent which must be obtained to process the personal information of children (under 13 in the UK). Consent must be verifiable and written in child-friendly language.

( Action to be taken: 

8.1 It is not impossible that children may engage with the Council. Accordingly, it will be necessary to create and implement new practices for verifying the age of individuals; and, if/when needed, for obtaining parental or guardian consent when processing the data of children.

9. Data Breaches

The Council must ensure it has correct procedures in place to detect, report and investigate a personal data breach. In certain circumstances organisations will only have 72 hours from discovery of a breach to notify the relevant data protection authority of the breach. Organisations will also have the obligation, in certain circumstances, to notify data subjects directly if the data breach is likely to result in high risk to their personal data. Failure to comply with this obligation may lead to significant fines by the ICO.

( Action to be taken:

9.1 Ensure that there are procedures in place (which are documented) to detect, investigate and report on personal data breaches. The ICO suggests assessing the types of data held and documenting which ones would trigger notification in the event of a breach.

10. Data Protection by Design and Data Protection Impact Assessments (DPIAs)

DPIAs will be required where processing is likely to result in high risk to individuals, e.g. when rolling-out new technology, where profiling occurs or where processing is conducted on a large scale. Organisations must adopt ‘privacy by design’ (i.e. an approach that promotes privacy and data protection compliance from the outset). 

( Action to be taken: 

10.1 To know when DPIAs should be used, who should be involved and the process to be adopted. Broadly, this requirement needs to be recognised but is very unlikely to have any implications for the Council.  

11. Data Protection Officer (DPO)

The Council, as a public authority, must designate someone to take responsibility for data protection compliance and assess where this role will sit within the Council's structure and governance arrangements. It is crucial that either someone in the Council, or an external data protection advisor, takes proper responsibility for data protection compliance and has the knowledge, support and authority to carry out their role effectively. December 2017 guidance from the National Association of Local Councils (NALC) states, "Leaving the issue of costs aside, a DPO who is a member of staff may be more beneficial than an external appointment, not least because he will be more accessible to the organisation and able to respond to issues as they arise. The DPO must be appointed on the basis of professional qualities and, in particular, expert knowledge of data protection law and practices…". The Government has advised NALC that a parish council clerk can be the DPO, but in order to avoid a conflict of interest a DPO should not determine the purpose or manner of processing personal data. Councillors have been quite specifically excluded from the role because they would be subject to a conflict of interest.

( Action to be taken: 

11.1 Identify and designate a suitably-qualified Data Protection Officer. 

12. International

If the Council operated in more than one member EU state it would need to identify the lead supervisory authority as the GDPR creates a system for determining which data protection supervisory authority takes the lead when investigating a complaint which is international in nature.

( Action to be taken: 

12.1 None as this is not applicable to the Council.
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Immediate Recommendations

That the Council:

1. minutes that it has received this paper and has determined a programme to provide for the governance of personal data consistent with the requirements of the GDPR;

2. acknowledges that all councillors will need to develop their own knowledge in this area and that they will be provided with appropriate guidance over the coming months in support that objective; 

3. checks with Council contractors that they are also taking relevant steps to ensure compliance with the GDPR;   

4. contacts the Council insurers to determine the scope of any insurance cover in connection with the new rules and to determine whether there are any additional requirements from the insurers in order for the Council insurance cover to be effective in the context of the GDPR;

5. appoints the Clerk as its DPO (the alternative course of action would require the Council source and buy-in external support); and

6. given that the Data Protection Act 1998 requires every organisation which processes personal information to register with the ICO and that the Council should have registered well before now (as failure to do so is a criminal offence), authorises the Clerk to enable that registration at the current cost of £35.00 per annum (due to rise to £55.00 per annum once the GDPR is implemented).
Assuming that the Clerk is appointed to undertake the role of DPO, that the Council:

7. agrees to fund an extra 10-12 hours of time to enable the Clerk to review the administrative and data systems in use, to map/audit personal data currently held, to review and/or create policies and procedures, privacy notices, and consent processes and forms, to seek further advice as necessary from appropriate sources (SALC, NALC, ICO etc.) and to bring matters back to the Council as progress is made towards compliance;  and

8. considers the establishment of a Finance and Governance Committee or Working Group to, amongst other potential roles, determine the purpose and/or manner of processing personal data to avoid any potential conflicts of interest with the role of the Clerk as DPO.
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Agenda Item 8:
Correspondence Received

For more information on any item listed below (not otherwise circulated) or you require a copy of any correspondence then please do not hesitate to contact the Clerk.

	Item


	From
	Subject
	Action

	1
	Babergh District Council
	Information and updates regarding new 'Register of Interests' system as applied to councillors.
	Actioned.

	2
	Resident
	Comments on planning application DC/18/00229.
	Forwarded to all councillors.

	3
	Local Council Public Advisory Service
	Further update on the role of Data Protection Officer under the GDPR.
	Noted and filed for future reference.

	4
	Resident (I)
	Requesting a copy of the Council response to the Babergh and Mid Suffolk Joint Local Plan consultation.
	Copy sent.

	5
	Resident (II)
	Requesting a copy of the Council response to the Babergh and Mid Suffolk Joint Local Plan consultation.
	Copy sent.


NB: Circulars are not normally listed unless they have any possible relevance to the Council; likewise, correspondence which has been received which relates to specific agenda items and has been circulated for those items, e.g. planning applications and decisions, and quotations for work.
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Agenda Item 9:
Parish Clerk's Report

Bridges on Footpaths: Gaye Reid (Footpaths Officer) had identified a bridge on FP50 which the County Council has failed to repair in almost a year. In early January, after 'chasing' yet again just before Christmas, we were informed that the bridge had been replaced. In fact, as reported and photographed by the Footpaths Officer, the new bridge is an extremely good example of its type.

Financial Assistance to the Church: I regret to inform the Council that legal advice has been received from the National Association of Councils (NALC) (as issued to all parish councils) which refers to the Local Government Act 1894. this states: "The powers in the 1894 Act prohibit Councils' involvement in property relating to the affairs of the church e.g. the maintenance or improvement of buildings or land or contributing to the costs." It would seem that the prohibition still applies. Councillors will be aware that, in each of the last two years, they have approved £70.00 towards the maintenance of the clock at St Nicholas Church. This latest legal advice, no doubt provided on the back of some recent issue, suggests that the contribution cannot continue as it cannot be demonstrated to be legally valid. Accordingly, I would recommend a letter to the Parochial Church Council with an appropriate explanation.
Employment Position: As required by my contract of employment, I have advised the Chairman that I have given notice of my intention to leave the post of Parish Clerk at Cockfield. My situation at Rattlesden is unaffected.

Cemetery: There has been an amount of activity recently in relation to the Cemetery such that the last easily-verifiable vacant plot has now been allocated. Should another plot be required then it might just be possible to contrive to find space but councillors should be aware the position is now very problematic until such time as the extended facility can be brought into use. Obviously, reserved plots are unaffected.
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